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CYBER RISK DASHBOARD 
DEMO - SESSION 1
TUES., JANUARY 10 AT 10:00 AM
The Reporting & Data 
Integration (RDI) Team will demo 
the Dynamic Cyber Risk Reports 
dashboards in Production 
and how the team provides 
vulnerability data to each 
component in CMS so users can 
track the health of their FISMA 
systems.

SIGNAL APP 
DEMO
TUES., JANUARY 10 AT 11:30 AM
Learn about ACT scheduling 
feature enhancements 
implemented in Q1FY23, 
walk through the wireframes 
developed for Pen Testing 
scheduling, and review the 
product roadmap for Q2FY23.

ISPG STRATEGIC 
OVERVIEW

TUES., JANUARY 10 AT 1:00 PM
The Strategic Overview is 
an opportunity for all ISPG 
members to come together as a 
group to celebrate and reflect on 
accomplishments while bringing 
transparency and alignment 
around the ISPG mission, vision, 
and strategic direction.

DIVING INTO 
OKRS
WED., JANUARY 11 AT 10:30 AM
We will build upon the basics 
that we previously learned 
in OKR Fundamentals. Learn 
how to create an effective OKR 
and discuss the frequency of 
reviewing OKRs and providing 
adequate visibility across the 
organization.

HUMAN CENTERED DESIGN 
(HCD) FOR INNOVATION & 
ITERATION
WED., JANUARY 11 AT 11:30 AM
Explore tools and showcase how 
we use HCD to develop personas 
in order to iterate and improve 
our ISPG reporting systems to 
make them more Actionable, 
Accurate, and Accessible.

CYBERGEEK
DEMO
WED., JANUARY 11 AT 1:00 PM
CyberGeek is the new website 
from ISPG that will be a trusted 
source of information for security 
and privacy at CMS. The platform 
will provide the resources 
needed to accomplish business 
operations, groupwide initiatives, 
projects, tasks, and more.

DANGERS OF
DEEPFAKES
WED., JANUARY 11 AT 3:00 PM
By the end of this presentation, 
you’ll be able to: describe the 
threats posed by fake profiles 
in social media; be able to 
identify a fake profile; identify 
the consequences of accepting 
the connection of a fake profile; 
describe best practices for safely 
operating within the social 
media environment; and define 
the four cybersecurity behaviors 
to adopt to best minimize your 
risk.

CYBER RISK DASHBOARD 
DEMO - SESSION 2
THURS., JANUARY 12 AT 10:00 AM
The RDI team will demo the Next 
Gen Vulnerability Monitoring 
Dashboards currently in 
Production that provide up-to-
date status and visualizations of 
key system-level metrics to the 
components here at CMS.

CREATING A STRONG 
CULTURE (TEAM VERSION)
THURS., JANUARY 12 AT 1:00 PM
This training will help ISPG 
understand and further develop 
its’ existing culture, help break 
down silos, guide decision 
making, and improve workflow 
overall.

For more information, contact the ISPG PMO by email at
ISPG_PMO or on Slack at ISPG-Agile-PMO.
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